
	                           

	ILLINOIS AIR NATIONAL GUARD

ACTIVE GUARD RESERVE (AGR)
 VACANCY ANNOUNCEMENT
	

	HUMAN RESOURCES OFFICE
ILLINOIS NATIONAL GUARD

1301 N. MACARTHUR BLVD.

SPRINGFIELD, IL 62702-2399
	POSITION TITLE:
IT Specialist (SYSADMIN)
	ANNOUNCEMENT NUMBER:
                      09A-283
This position is a dual announcement.  Technician VA # IL-09-341

	UNIT OF ACTIVITY & LOCATION:
182 AW
Peoria, IL
	
	OPENING DATE:

04 November 2009
	CLOSING DATE:

23 November 2009

	MAXIMUM GRADE:     MSgt/E7
	REQUIRED AFSC(s): 
2E2XX, 3C0XX
	APTITUDE REQUIREMENTS:
	M:    A:    G:    E:
P:  U:  L:  H:  E:   S:

	SELECTING OFFICIAL:  
Lt Col William Wheeler
	CML: 309-222-5789

	AREA OF CONSIDERATION:
Military duty personnel On-Board a Title 32 AGR tour at the 182d AW.
	NOTE:  Position Announcement Number and Position Title must be included on application.


Conditions of Employment:

· Must be medically qualified under the provisions of AFI 48-123, paragraph 5.10 entitled Active Guard Reserve (AGR) Tours and Deployment Criteria.  Members must also be current in all Individual Medical Readiness (IMR) requirements to include immunizations.  RCPHA/PHA and dental must be conducted not more than 12 months prior to entry on AGR duty and an HIV test must be completed not more than six months prior to the start date of the AGR tour.  An AF Form 422 must be completed if physical is more than 30 days old.  Personnel Age 40 or older are required having a Risk Index calculated, if it exceeds 10,000 a stress EKG is required.  Retention Physical (every five years) and Flight Physicals are not valid physicals for accession into the AGR program.
· Reference ANGI 36-101 Paragraph 2.1.3.4. Change to read: “Any member in the Fitness Improvement Program (FIP) is ineligible for entry into any type of AGR or Statutory Program.”  (Fitness Score Message #08-029 dated 011320Z Oct 08)

· Must be eligible to acquire a minimum of 20 years of active duty prior to his/her mandatory separation date or age 60.  (Exceptions may be considered by The Adjutant General).

· Airmen who voluntarily resigned from the AGR Program in lieu of adverse personnel actions or who have been involuntarily separated from the AGR Program are not eligible to reenter the program.
· Individuals must NOT be eligible for, or receiving, an immediate Federal (military or civilian) annuity.
· Enlisted applicant’s military grade cannot exceed the maximum military grade authorized.  Over grade applicants must indicate in writing, willingness to be administratively reduced in grade when assigned to the position.
· Member must meet all eligibility criteria in ANGI 36-101, The Active Guard/Reserve Program.
· Member must hold the required AFSC or be eligible for retraining to the required AFSC and meet all eligibility criteria in AFECD, 31 October 2009.
Additional Information:
· AGR members will participate with their unit of assignment during Unit Training Assemblies (UTAs).
· Initial tours will not exceed 1 year.  Follow-on tour will be from 1 to 6 years.
· To be considered for this position you must meet all minimum AFSC requirements to include the minimum ASVAB qualifying score.  Scores are reflected on your personnel RIP.  If your ASVAB scores do not meet the minimum required AFECD, 31 October 2009 Attachment 4, contact your servicing FSS. You have the option to retake the test, however; you must schedule your test date and receive your new scores prior to the announcement closing date.
· Selectee will be required to participate in the Direct Deposit Electronics Funds Transfer program.
DUTIES & RESPONSIBILITIES:
Configures, manages, monitors, and trouble-shoots various network and application server hardware, operating system software, and peripheral network equipment for both classified and unclassified networks.  Conducts testing using remote management terminals to insure operability, efficiency, and compliance with existing standards.  Recommends system configuration policies.  Develops and maintains procedures for tactical networks, system operations, assembly, and installation to include policies for system backup and archives.  Configures and manages assigned tactical messaging platforms.  Coordinates with internal and external functions for Internet Protocol (IP) address resolution.  Coordinates with requesting agencies for messaging addresses and requirements, to include classified and unclassified support.  Ensures operation and compatibility of assigned Public Key Infrastructure (PKI) devices.  Coordinates with internal and external agencies to ensure overall network design, to include boundary protection devices, will support required networked services.  Ensures users, representatives, Work Group Managers (WGM), or Work Group Administrators (WGA), receive and implement correct network device configuration.  Analyzes equipment and software reliability and utilization to identify and correct problem areas and to establish network performance levels.  Uses benchmarks, performance measurement, and evaluation data, in conjunction with modeling and simulation techniques.  Plans for increased network capacity to support any additional customer requirements.  Develops recommendations or proposals involving a variety of specialized systems and state-of-the art enhancements designed to meet unique tactical requirements and improve operational efficiency.  Performs in-depth analysis of automated and manual systems related to proposals for change, in order to develop or modify information systems to meet tactical network user requirements.  Determines applicability of established methods.  Using customer input, gathers facts about the nature of the work involved in the user's application area, flow of work, processing actions, and work product(s).  Provides technical advice to users.  Examines and evaluates alternative means of satisfying user requirements.  Suggests technically feasible approaches and makes recommendations regarding the most effective and efficient automation approaches.  Designs tactical systems to support various options for several simultaneous interactive users.  Determines physical storage requirements.  Provides consultation and research to determine common and unique requirements.  Establishes and documents standardized terms and data elements.  Accomplishes risk analysis, accreditation, and certification packages to include disaster recovery plans in accordance with agency requirements.  Assists Information Assurance (IA) personnel in conducting risk analysis and security tests and evaluations. Works with other security officers, users, Network Control Center (NCC) personnel, and other support personnel to ensure mandated security directives  are followed.  Ensures installation, command, and agency security standards are met.  Ensures compliance with all Air Force Computer Emergency Response Team (AFCERTs), Time Compliance Network Orders (TCNO’s) and other mandated security updates.  Develops, implements, and maintains work center training programs. Plans and schedules tasks and training activities for drill status guard members.  Oversees and conducts on-the-job training (OJT) for personnel.  Creates and develops lesson plans. Ensures availability of facilities and training aids.  Monitors the training status of personnel and ensures that supplemental and/or remedial training is accomplished. Responsible for documentation of accomplished training in a timely manner.  Participates with user support personnel to train personnel and functional users on use of automated information systems, computers, local and wide area networks, and other automated tools.  Plans, develops and administers training programs implementing the standardization, control, and/or guidance of communications programs.  Creates, adapts, and implements guides and controls for network, system, or total communications programs in support of daily operations or training exercises.  Performs duties necessary to accomplish information technology and communications functions and provide for customer services in support of programs essential to daily operations, training, and readiness missions.

APPLICATION INSTRUCTIONS 
APPLICATIONS MUST BE SUBMITTED FOLLOWING THE INSTRUCTIONS ON THIS ANNOUNCEMENT

************INCOMPLETE APPLICATIONS WILL NOT BE PROCESSED************ 

1.   NGB 34-1: Must type or print in legible dark ink, must include announcement number and position title on each application, must sign and date each application. Failure to sign and date these forms in ORIGINAL SIGNATURE will result in non-consideration.
2.   Copy of Report of Individual Personnel (RIP) within last 30 days.  RIP can be obtained from the servicing Force Support Squadron (FSS).  In lieu of a RIP, applicant may provide a printout from the Virtual MPF (VMPF).  Select ‘Record Review’, and then ‘Print/View All Pages’.  Documents must show your ASVAB scores.  

3.   Copy of current physical (must include PULHES) & Official Physical Fitness Assessment within last 12 months.
4. Background Survey Questionnaire 79-2 OMB FORM 1386 (OPTIONAL)

Applicants from out of state and members transferring from another branch of service must also submit the following:
· SF 507, Addendum to Medical History, (CURRENT within 12 months)

· AF Form 422, Physical Profile Serial Report (CURRENT within 12 months), must include PULHES
· SF 600, Preventive Health Assessment (PHA) to include current Blood Pressure, Height, and Weight

Security Clearance –Must posses a valid security clearance required for the grade, AFSC and AGR duty position.
COMPLETION OF APPLICATION:  Fax will not be accepted.  Applications will only be accepted if they are physically received in the Human Resource Office by the closing date of the vacancy announcement to the address listed above. No exceptions will be made.  You may staple your application.  Do not bind, tab, or use document protectors.  Submit only single sided copies of all application documents submitted.  Applications mailed in government envelopes will not be accepted.  
INSTRUCTIONS TO COMMANDERS/SUPERVISORS: This position vacancy announcement will be given the broadest possible dissemination.  A copy of this announcement will be posted on your unit/activity bulletin board.
THE ILLINOIS NATIONAL GUARD IS AN EQUAL OPPORTUNITY EMPLOYER: Eligible applicants will be considered without regard to race, sex, religion, national origin, or political affiliation.  Selection will be made from those applicants determined best qualified in terms principally involving experience, demonstrated ability/performance, training, character, conduct and attitude.
Questions concerning the contents of this notice may be directed to the Human Resource Office, telephone CML:  (217) 761-3732, DSN: 555-3732.
               Illinois National Guard vacancies can be viewed at http://www.il.ngb.army.mil.  Click for All Job Openings.







