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Chapter 8

Program Management Tools

8-1.  Command Involvement

The Army is not liable for charges incurred on a cardholder's travel charge card.  This does not mean, however, that commanders and supervisors should adopt a "hands-off" approach regarding use of the travel charge card by their personnel.  This card is the primary means within DOD for obtaining up-front funding for mission TDY travel.  For this reason, it is an asset that must be protected.  Cardholders whose cards are canceled for misuse or delinquency can suffer significant adverse consequences (for example, their personal credit rating will be affected, their ability to perform mission TDY travel may be hindered, and they may be subject to disciplinary action).

8-2.  EAGLS

a.  The Travel Charge Card Contractor provides the Electronic Account Government Ledger System (EAGLS), an on-line web-based access service for APCs.   The ARNG CPM requests a secure site password and user ID for APCs.  Additional site security information is available from the Travel Charge Card Contractor, the EAGLS handbook or the ARNG CPM.


b.  The APC will require having at a minimum, the following:



(1)  486/66DX2 computer.



(2)  A minimum 2400 baud modem or LAN Internet connectivity.



(3)  Windows NT or Windows 98.



(4)  Netscape 3.0 or Internet Explorer 3.01.


c.  The Contractor's on-line access provides the APC the ability to perform maintenance on all accounts under the hierarchy level assigned to the state/activity/territory (e.g., request name changes, suspensions, cancellations, transfers, etc.).  APCs can activate and deactivate accounts, adjust charge limits and review charges.


d.  APCs can perform query actions, customize reports, download information, and print basic or customized reports.  The on-line access also provides up-to-date information processed by the Contractor within 48 hours of  input. 


e.  Reports are normally downloaded and printed by the “Info Analyzer” program, which can be obtained from the EAGLS website.  Info Analyzer is the fastest method of obtaining reports; however, MS Word and Excel can be used.


f.  All problems associated with EAGLS should be reported to the Contractor’s Technical Helpdesk. 


g.  Training for the EAGLS process can be obtained through the Contractor's website after a login and password are secured.  The ARNG CPM will attempt to schedule two training sessions annually to address policy and procedure issues and incorporate Contractor supplied EAGLS training.    

8-3.  Hierarchy


a.  Cardholders are assigned and maintained under a hierarchy number.  The hierarchy level number controls each agency’s cardholders, reporting information and EAGLS access authority levels.  Hierarchy numbers are composed of a unique seven digit number-set. The DoD hierarchy is established as follows:




Level           Organization




    1           Department of Defense




    2           Department of the Army




    3           Army National Guard




    4           Illinois Army National Guard




    5           Brigade or Directorate


b.  Hierarchy numbers will be referenced in all correspondence with the  Illinois ARNG APC.
8-4.  Merchant Category Codes


a.  Merchant Category Codes (MCC) were established within the banking system to track card use trends.  The government uses these codes to curb potential card misuse.  The DFAS-Project Management Office (PMO) establishes the codes that DoD uses based on the types of vendors authorized for lodging, car rentals, etc.  Charges attempted at vendors with unauthorized MCCs will reject. 


b.  MCCs generally do not allow tuition and registration fees to be charged.  Authority to place these charge on the International Merchant Purchase Authorization Card (IMPAC) can be found in DoD Financial Management Regulation, Vol. 10, Chapter 12, Miscellaneous Payments.

8-5.   Security Issues.  

Because the Travel Charge Card clearly identifies the traveler and their affiliation with the United States Government, the Government Travel Card Program offers three card design options to meet the unique requirements of each DoD agency.  Quasi-generic and generic cards are generally used for security reasons when traveling in areas considered high physical risk, potential physical threat, travel and special notice areas, or high-risk areas.
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